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Section 1.1 System Requirements  

                        
   Fig 1.1.1 

 
Section 1.2 PACS Requirements  
Each PACS system has its own prerequisite before the StoneLock Gateway database integration will run. These prerequisites are not 
available from StoneLock and must be obtained through the Access Control manufacturer.   

¶ AMAG Symmetry 8.1 - Open XML, Data Connect 

¶ Avigilon ACM 5.10.10 ï Requirements N/A 

¶ Genetec Security Center 5.6 and 5.7 ï Genetec part Number GSC-1SDK-SL-Gateway 

¶ Honeywell ProWatch 2.0.121.0 ï HSDK Version 

¶ Lenel OnGuard 7.4 and 7.5 ï OpenAccess 

¶ S2 4.10.04 ï Requirements N/A 

¶ Software House CCURE 9000 2.6 and 2.7 - Victor Web Services license    
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Section 1.3 Biometric Migration 
These procedures can be used to migrate all user templates in the following scenarios: 

¶ Upgrading from a previous non-gateway database integration to the StoneLock Gateway. 

¶ Upgrading from the SLN (StoneLock Network Software) to the StoneLock Gateway. 

¶ Moving between PACS, i.e. From CCURE to Avigilon.  
To move from a 1_X version of the Gateway to a 2_X version contact support@stonelock.com 
 

These steps are not required if a StoneLock database integration has not been installed prior to the StoneLock Gateway.  
If migration is needed, read the steps below to understand the process then proceed with Section 2 to install the StoneLock Gateway.   
Once installed return to Section 1.3 to run Migration.  
 
Before starting a migration, you will need to get a list of all of the users in the StoneLock devices and their StoneLock IDôs. In order to 
merge the profiles with the new database integration the StoneLock IDôs will need to remain the same.   
 
Note: Before performing the Migration procedure, read through steps 1-19 carefully. Failure to follow these steps can lead to 
the loss of all user templates in the StoneLock devices forcing re-enrollment. Back up your current database.  
Users may be pulled off the device temporarily as they are migrated with the new database integration. To not interrupt 
activity, it is recommended that this migration be performed during off peak hours.   
 

1. Stop the previous database integration driver.  
2. Perform the StoneLock Gateway install per Section 2 of the StoneLock Gateway Installation manual.  
3. Do NOT create the StoneLock Devices in the PACS at this time. Doing so will cause the Gateway to delete the users.    
4. Do NOT start the shim for the PACS. 
Note: If you are using the pre-gateway database integration with the same PACS, the devices created with the old database 
integration will not affect this process. This applies to the devices created per the StoneLock Gateway Installation manual.   
5. Log into the StoneLock Web Client. See Sections 4 or 5. 
6. In the Migration IP Addresses field, enter the IP Addresses of all of the StoneLock devices. 
7. Click save 
8. Click on the Services tab. 
9. Click on the + in the StoneLock Web Server box. 
10. Click Restart Service. 
11. Click the + in the StoneLock Gateway box. 
12. Click on Stop Service. 
13. Open a terminal session on the Gateway. 
14. Type cd /sl_applications and hit enter. 

mailto:support@stonelock.com
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a. If your Gateway Version is between 1_1_25 through 1_1_30 enter cd /opt/stonelock/sl_applications and hit enter 
15. Type sudo ./sl_migration and hit enter. 

The migration application will run and move the users to the migration archive in the StoneLock Gateway. The application 
will stop itself and the command line will be redisplayed. Do NOT proceed to Step 16 until the command line is present.   

16. If not using a PAC skip to step 17. Perform the PACS setup per Section 3 of the StoneLock Gateway Installation Manual. 
Note: You can now create the new devices based on the PACS setup instructions. 
17. Start the StoneLock Gateway service. 

a. In the Services page of the StoneLock Web Client, Click Start Service for the StoneLock Gateway. 
18. In the Users tab of the StoneLock Web Client, enter the StoneLock ID (User ID) for each user exactly as it was in the 

StoneLock device prior to the Migration process.   
19. When all users have been entered click Update Device.   

 
The users will now be pushed back to each device based on the Access associated in the PACS or assigned from the Web Client in a 
turn key solution. Provided the same StoneLock ID (User ID) was used for each user, the templates will still be on the devices.   
 

Section 2 StoneLock Gateway 
The StoneLock Gateway is designed to allow multiple StoneLock devices to integrate with existing PACS systems. It is a Linux based 
solution that can run natively in a Linux environment, or on a turn key solution piece of hardware.   
 
If the Gateway is to be ran in a Linux environment, a separate piece of hardware, or if running the virtual system, the Windows services 
for AMAG Symmetry will need to be installed on the server housing the PACS. See Section 2.4. 
 
The StoneLock Gateway handles all communication to and from the StoneLock devices.   

 
 

Section 2.1 Installing the StoneLock Gateway Linux System 
The StoneLock Gateway can be installed directly on a Linux system. The install kit for the StoneLock Gateway Linux System consists of 
a single file.  

¶ sl_gateway_build_X_X_X.tar.gz 
1. Place the sl_gateway_build_X_X_X.tar.gz file on the Linux system. It can be placed in any folder. 
2. In a terminal session cd into the folder that the tar file was opened in. 
3. Type sudo tar -xzvf sl_gateway_build_X_X_X.tar.gz and hit enter. Replace the (X) with the version number listed in the file 

name.  
4. In terminal cd into the build_package directory created by Step 3.  
5. Type sudo ./build_script.sh and hit enter. The install will begin. When the command prompt reappears, the install is complete.  
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6. Find the IP Address of the Linux Server.  
a. Open a Terminal session  

i. Type ifconfig at the prompt and hit enter. 
ii. The IP Address will be listed at the top after inet addr: 

b. Write the IP Address down for later. 
7. Type systemctl status slg.service and hit enter. 
8. Ensure it shows the slg.service is running. If not, type systemctl start slg.service at the command prompt and hit enter.    
9. Repeat Steps 7 and 8 for the following service: 

a. systemctl start slg_web_server.service  
10. At the prompt type cd /sl_applications and hit enter. 

a. If your Gateway Version is between 1_1_25 through 1_1_30 enter cd /opt/stonelock/sl_applications and hit enter. 
11. Type sudo ./manage_passwords and hit enter. 
12. Type sudo nano /etc/stone_lock/passwords.json and hit enter. 
13. Scroll to the right until sudo_pwd is shown. 
14. Enter the password for the server in the ñò after sudo_pwd:.  
15. Hit Ctrl x. 
16. Type Y to save and hit enter. 
17. Hit enter again. The cmd line will return. 
18. Type sudo ./manage_passwords. 

 

Section 2.2 Installing the StoneLock Gateway Hardware Appliance System 
        The StoneLock Gateway comes preloaded on a Hardware Appliance. The Appliance can be installed at any location provided it 
has a hardwired network connection available.    
 

1. Connect the Appliance to a keyboard, mouse, monitor, and the local network using the network adapter provided. 
2. Turn on the Appliance by pressing the power button on the top of the Appliance. 
3. Find the IP Address of the Appliance using one of the following: 

a. Left Click on the double arrows in the top right of the display. 
i. Left Click on Connection Information. 
ii. The IP Address of the Appliance is displayed in the IPv4 section. 

b. Left Click on the Power Icon on the top right of the display. 
i. Left Click on System Settings. 
ii. Left Click on Network. 
iii. Left Click on Wired at the left. 
iv. The IP Address is displayed in the IPv4 Address field. 

c. Open a Terminal session by clicking on the Terminal Icon on the left or using Ctrl-Alt-T. 
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i. Type ifconfig at the prompt and hit enter. 
ii. The IP Address will be listed at the top after inet addr: 

d. Write the IP Address down for later. 
Note: Only do steps 4-12 if you have changed the password for the Appliance.  

4. At the prompt type cd /sl_applications and hit enter. 
a. If your Gateway Version is between 1_1_25 and 1_1_27 enter cd /opt/stonelock/sl_applications and hit enter. 

5. Type sudo ./manage_passwords and hit enter. 
6. Type sudo nano /etc/stone_lock/passwords.json and hit enter. 
7. Scroll to the right until sudo_pwd is shown. 
8. Enter the password for the appliance in the ñò after sudo_pwd:.  
9. Hit Ctrl x. 
10. Type Y to save and hit enter. 
11. Hit enter again. The cmd line will return. 
12. Type sudo ./manage_passwords. 

 
 

Section 2.3 Clustering for Biometrics 
Multiple StoneLock Gateways can be connected together to push user templates between the gateways. This capability allows a user 
to be enrolled on one Gateway and pushed to another without re-enrollment, provided the StoneLock ID (User ID) is the same in the 
different systems.   
 
For a CCURE Enterprise system, the StoneLock Gateway would be installed on each SAS that a StoneLock device is installed on.   
 
For a OnGuard Enterprise System, the StoneLock Gateway would be installed on each Region that a StoneLock device is installed on. 
 
 

1. Ensure the Users have the same StoneLock ID (User ID) on each gateway.  
a. The StoneLock Gateway Cluster service uses the StoneLock ID (User ID) to match users in the archive. The users 

template will not be merged if the StoneLock ID (User ID) does not match. 
2. Launch a compatible web browser.  

a. Supported Web Browsers 
i. Chrome Version 63 and above. 
ii. FireFox Version 55 and above. 
iii. Safari Version 11.1 and above 

Note: Internet Explorer and Edge are not supported 
3. In the address bar enter the IP address of the StoneLock Gateway. 
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4. On the login screen enter the correct login information. 
a. User name: admin 
b. Password: 888888 

5. Click on the Login button. 
6. Click on the certificate hyperlink. 

 
 

    
    Fig 3.5.1 
 
 

7. Another browser tab will open. 
8. Accept the certificate on the browser. 

a. This will not display the login screen yet. 
9. Click on the original browser tab. 
10. Click on the Login button. 
11. Click on the Configuration Page. 
12. Enter the Gateway IP Address in the Cluster IP Addresses field of the Gateway Configuration box. 

a. Ensure there is a comma in between each Gateway IP Address. 
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           Fig 3.5.2 
 

13. Click Save. 
14. Click on the Services Page. 
15. Click on the StoneLock BSD Sync box and start the StoneLock BSD Sync service. 
16. Click on the StoneLock DateTime Sync box and start the StoneLock DateTime Sync service if not already started. 

   
   

Section 3 PACS Database Integration Setup 
The following sections will show how to setup the StoneLock Gateway with the each PACS. 

¶ AMAG Symmetry 

¶ Avigilon ACM 

¶ Genetec Security Center 

¶ Honeywell ProWatch 

¶ Lenel OnGuard 

¶ S2 

¶ Software House CCURE 9000 
 
For the Windows Shim, Amag, you will need to run the StoneLock_Shims.MSI.  
The StoneLock_Sims.MSI file will need to be run as an administrator. The following steps are needed to ensure that the user has the 
ability to run an MSI file as an administrator. 
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1. Setting up the Computer to run the installation kit. 

Note: It may be necessary to run the msi as an administrator. If your system is not already set up to allow an msi to run as an 
administrator, do the following steps a-n. If your system already allows msi files to be run as an administrator, skip to step 4.   
a. Click on Start menu and search for ñRunò. 
b. Open ñRunò. 
c. Type regedit in the ñOpenò field and click OK. 

 
                     Fig 3.0.1 

d. Click the arrow next to HKEY_CLASSES_ROOT. 

 
                  Fig 3.0.2 

e. Scroll down until you find Msi.Package. 
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  Fig 3.0.3 

f. Click the arrow to the left of Msi.Package. 
g. Right click on shell. 
h. Click on New Key and create new Key. 
i. Name the Key runas. 

                                                            

    
                  Fig 3.0.4 

j. Right click on ñDefaultò, click Modify and type Install as &administrator in the Value data field. Click OK. 

                                                        
        Fig 3.0.5 

k. Right click on runas, click New Key and create new Key. 
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l. Name the Key command. 

 
            Fig 3.0.5 

m. Right click on ñDefaultò, click Modify and type msiexec /i ñ%1ò  Click OK. 

                                          

                                        
       Fig 3.0.6 

n. Click on File then exit. 

 
 
Section 3.1 AMAG Symmetry 
 
Section 3.1.1 AMAG Shim Setup 
The StoneLock Gateway uses a windows service named StoneLock Shim Service to communicate between Symmetry and the 
Gateway.  
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o The StoneLock_Shims.MSI installs this Shim.  
o The StoneLock Shim MUST be installed on the same server as Symmetry.  

 
The person installing the StoneLock Shim will need the valid Windows user name and password to access the AMAG Symmetry.  
 
 

1. Open a CMD prompt. 
2. Type ipconfig and hit enter to find the IP address of the server/computer that Symmetry is installed on. 

      
     Fig 3.1.1.1 
3. Write this IP address down for a later step. 
4. Run the MSI file as an administrator. A Setup Wizard will be launched to guide the install process.  
5. Click Next 
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6. The Shim will be installed in the Program Files\StoneLock folder by default.   Click Browse to change the default location.                          

   
Fig 3.1.1.2 
 

7. Click Next. 
8. A Configuration pop up will be launched to configure the Shim install. 
9. Enter the IP Address of the Symmetry server. 
10. Enter the User Name and Password for Symmetry. 
11. Enter the IP Address of the StoneLock Gateway. 
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    Fig 3.1.1.3 
 

12. Click OK.  
13. Click Close when the Installation Complete box is displayed.  
14. Open the Windows Services application.   
15. Scroll down to the StoneLock Shim Service. 

 

 
      Fig 3.1.1.4 

 
16. Right click on the StoneLock Shim Service and click on Properties. 
17. Click on the Log On tab. 
18. Click on the circle next to This account. 
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19. Enter the account information that has access to Symmetry. 

                          
             Fig 3.1.1.5 
 
20. Click on the General tab. 
21. Select applicable Startup type, from the Startup Type dropdown, for the location.   

a. Automatic is recommended in the event of a computer/server reboot. 
22. Click Apply. 
23. Click OK. 
24. Start the StoneLock Shim Service. 

 

Section 3.1.2 Setting up Devices in Symmetry 
Any users in Symmetry can be set up as a StoneLock device reader.   

 
1. Open the reader in Symmetry that the StoneLock device will be associated with. 
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2. At the end of the reader name in the Description field enter an underscore _ followed by the last six digits of the device MAC 
address. These six digits are also the serial number of the control box.   

 
Example: Control Box Serial number 10032F will have a MAC address of a4:58:0f:10:03:2f. If that device is to be 
associated with Symmetry Reader Test, the reader name in Symmetry will be test_10:03:2f. See Fig 3.1.2.1 
 

                     
    Fig 3.1.2.1 

3. Click Ok to save the reader name change. This reader will now be sent to the StoneLock Gateway. If the device is online the 
Gateway will associate it with the reader in Symmetry and display it in the Remote Enrollment and Health Monitor tabs of the 
StoneLock Web Client. See Section 4 StoneLock Web Client. 

Note: The reader needs to be included in an active Clearance in Symmetry in order to be displayed in the Remote 
Enrollment tab of the StoneLock Web Client. 

 

Section 3.1.3 Setting up Symmetry Users as StoneLock Users 
Any Symmetry user that has been assigned an access right that includes a Symmetry reader associated with a StoneLock device, will 
be automatically pushed to the StoneLock Gateway. These users will be displayed in the Remote Enrollment tab of the StoneLock Web 
Client. See Section 4 StoneLock Web Client.   
 
The following changes to an Employee or Card are automatically updated on the StoneLock device.   
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¶ First Name 

¶ Last Name 

¶ Card Number  

¶ Card Status. The following status messages will display on the StoneLock device based on the Card status: 
 

o Card Status of Card Lost- Illegal User (Will display as Alarm Blacklist in the Symmetry Alarm Monitoring and the 
StoneLock Web Client) 

o Card Status of Stop- Illegal User (Will display as Alarm Blacklist in the Symmetry Alarm Monitoring and the 
StoneLock Web Client) 

o Card Status of Inactive- Illegal User (Will display as Alarm Blacklist in the Symmetry Alarm Monitoring and the 
StoneLock Web Client) 

Note: Denied events for Card Status and Verification failures will be displayed in the Alarm Monitoring window of Symmetry.   
Successful events will be displayed in the Activity Monitoring Window along with the Successful events from the Panel.  

 
      Fig 3.1.3.1 

 

¶ The User ID (StoneLock ID) should not be altered once it is pushed to the StoneLock device. If the number is 
altered you may cause a system error on the device, which would result in the user no longer being recognized 
without a re-enrollment.  

 

Section 3.1.4 Removing a Symmetry user from a StoneLock Device 
Symmetry users are associated to StoneLock devices based on their Access Rights in Symmetry. To delete that user from a StoneLock 
device, remove that Access Right from that user then click update device in the StoneLock Web Client when the user is removed from 
the tree. The device associated with that Access Right will be removed from the user in the Remote Enrollment tab of the StoneLock 
Web Client. The user will be removed from the device(s) and no longer have access at that door until access is given again in 
Symmetry. See Section 4 StoneLock Web Client. 
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Section 3.2 Avigilon ACM 
Section 3.2.1 Configuring the Gateway to communicate to ACM 

 
1. Launch a compatible web browser.  

a. Supported Web Browsers 
i. Chrome Version 63 and above. 
ii. FireFox Version 55 and above. 
iii. Safari Version 11.1 and above 

Note: Internet Explorer and Edge are not supported 
2. In the address bar enter the IP address of the StoneLock Gateway. 
3. On the login screen enter the correct login information. 

a. User name: admin 
b. Password: 888888 

4. Click on the Login button. 
5. Click on the certificate hyperlink. 

 
 

    
    Fig 3.5.1 
 
 

6. Another browser tab will open. 
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7. Accept the certificate on the browser. 
a. This will not display the login screen yet. 

8. Click on the original browser tab. 
9. Click on the Login button. 
10. Click on the Configuration tab. 
11. In the Avigilon Configuration box enter the User name that has access to ACM. 
12. Enter the Password for the User. 
13. Enter the IP Address of the system that houses the ACM system in the ACM URL field.  
14. Set the Polling Time. (This is the amount of time in between each pull of data from ACM.   This time needs to be set higher for 

larger database counts). 
15. If using a master Gateway that is communicating to ACM and moving the data to multiple Gateways, Check the Enable Cluster 

button.  (See Section 4.5 to set up the Gateway Cluster). 
 

                                                 
Fig 3. 5.2 
 

16. Click ok on the Successful pop up box. 
17. The Avigilon shim service will restart.  
18. Click OK on the Service Successfully Restarted box. 
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Section 3.2.2 Setting up Devices in ACM 
Any door in ACM can be set up as a StoneLock device reader.   
 

1. Click on the Physical Access tab in ACM 
2. Click on Doors and Click on the + Add New Door button. 
3. Enter a device name, based on the naming convention rules of ACM. 
4. Under the Alt Name field, assign the last six characters of the devicesô MAC address.  The last six characters of the MAC 
address will always be the six characters of the control unitsô serial number. For example: the Alt Name in Fig 3.2.2.1 is 
10:03:3a. The serial number listed on the sticker of the control box for that device is C-10033A.    
 
 

 
    Fig 3.2.2.1 
 

5. Set the Door mode to Card Only or Card and Pin. 
Note: This does not affect the Verification mode on the device. This is a required setting in ACM to enable the StoneLock Device 
to become Active in the StoneLock Gateway. 

6. Click Save. 
7. Add the door to the correct Access Group. The schedules for that door, and all StoneLock users assigned to that Access Group, 

will automatically be pushed to that door.   
8. Go to Section 4.8 to start the Avigilon ACM service. 

 

Section 3.2.3 Setting up ACM Users as StoneLock Users 
Any ACM user that has been assigned a Role that includes a ACM Door associated with a StoneLock device, will be automatically 
pushed to the StoneLock Gateway. These users will be displayed in the Remote Enrollment tab of the StoneLock Web Client. See 
Section 4 StoneLock Web Client.   
 
 The following changes made to an Identity or Token are automatically updated on the StoneLock device:   
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¶ First Name 

¶ Last Name 

¶ Token Internal Number (This is the number that is sent to the device for the card number of the user). 

¶ Token Status  (The following status messages will display on the StoneLock device based on the token status.) 
o Token Status of Expired- Expired User (Will display as Expired in the StoneLock Web Client). 

 
o Token Status of Inactive- Illegal User (Will display as Blacklist in the StoneLock Web Client) 

 
o Token Status of Not Yet Active- Illegal User (Will display as Blacklist in the StoneLock Web Client) 

 

¶ The External System ID (StoneLock ID) should not be altered once it is pushed to the StoneLock device. If the number is 
altered you may cause a system error on the device, which would result in the user no longer being recognized without a 
re-enrollment.  
   

See Section 4 StoneLock Web Client for enrollment and device user type.   
 

Section 3.2.4 Removing an ACM user from a StoneLock Device 
ACM users are associated to StoneLock devices based on their Access Group in ACM. To delete that user from a StoneLock device 
remove that Access Group from that user. The device associated with that Access Group will be removed from the user in the Remote 
Enrollment tab of the StoneLock Web Client. The user will be removed from the device(s) and no longer have access at that door until 
access is given again in ACM. See Section 4 StoneLock Web Client. 

 
Section 3.3 Genetec Security Center 
Note: The Security Center Integration will not work with Gateway Version 2_X.   Contact support@stonelock.com for Gateway 
Version 1_X. 

Section 3.3.1 Configuring the Gateway to communicate to Genetec Security Center 
17. Ensure the Genetec Part Number GSC-1SDK-SL-Gateway has been installed. 
18. Create a Web-based SDK role in Genetec. 

a. Click on the properties of the Web-based SDK role. 
b. Write down the Port (not the Streaming Port) and the Base URI. These will be needed for later. 

19. Bring up a Terminal session in the StoneLock Gateway. In Ubuntu use Ctrl-Alt-T on the keyboard. 
20. At the command line in the Terminal window type cd /etc/stone_lock/ Hit enter. 

mailto:support@stonelock.com
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     Fig 3.3.1.1 

Note: The following commands are based on the StoneLock Appliance running Ubuntu. If gedit is not on your system, use 
whatever program is avialable to edit text files.  

21. Type sudo gedit config_genetec.xml Hit enter. Type in slgateway for the password and hit enter. 

           
     Fig 3.3.1.2 

22. In the <server url> field enter the IP address, Web Port and the Base URI for the Genetec Web-Based SDK.  
23. In the <user> field enter the Username that has access to the Web SDK. Ensure not to change the information behind the ; in the 

<user> field.   
c. For example, in the figure below the user is Admin followed by a semi colon.  

24. In the <password> field enter the password for the above entered user. 
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     Fig 3.3.1.3 

25. Click Save. And close out the file editing program. 

 
Section 3.3.2 Setting up Devices in Genetec. 
Any Door in Genetec can be set up as a StoneLock device reader. 

1. Select the Door in Genetec which will be associated with the StoneLock device. 
2. Open the Door. 
3. At the end of the Door name in the Name field enter an underscore _ followed by the last six digits of the device MAC address.  

These six digits are also the serial number of the control box.   
 
Example: Control Box Serial number 1002B6 will have a MAC address of a4:58:0f:10:02:b6. If that device is to be 
associated with Genetec reader Office Door, the Door name in Genetec will be Office Door_10:02:b6.  See Fig 3.3.2.1 
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         Fig 3.3.2.1 

4. Click Apply to save the Door name change. This Door will now be sent to the StoneLock Gateway. If the device is online the 
Gateway will associate it with the Door in Genetec and display it in Device and Health Monitor tabs of the StoneLock Web Client. 
See Section 4 StoneLock Web Client. 

Note: The Door needs to be included in an active Access Rule in Genetec in order to be displayed in the Remote 
Enrollment tab of the StoneLock Web Client. 

5. Go to Section 4.8 to start the Genetec Security Center service. 
 
Section 3.3.3 Setting up GENETEC Users as StoneLock Users 
Any Genetec user that has been assigned an Access Rule that includes a Genetec Door associated with a StoneLock device, will be 
automatically pushed to the StoneLock Gateway. These users will be displayed in the Remote Enrollment tab of the StoneLock Web 
Client. See Section 4 StoneLock Web Client.   

Note: In Security Center 5.6 the Access Rule needs to be assigned directly to the user. An Access Rule assigned to the 
user via a Cardholder Group will not move the user to StoneLock Gateway. Genetec added this ability in Security Center 
5.7.  

 
 
The following changes to an Employee or Card are automatically updated on the StoneLock device:  

¶ First Name 

¶ Last Name 
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¶ Card Number  

¶ Card Status. The following status messages will display on the StoneLock device based on the Card status. 
o Card Status of Inactive- Illegal User (Will display as Blacklist in the StoneLock Web Client) 

 
o Card Status of Expired- Illegal User (Will display as Blacklist in the StoneLock Web Client) 

 
o Card Status of Lost- Lost Card User (Will display as Lost Card in the StoneLock Web Client) 

 
o Card Status of Stolen- Illegal User (Will display as Blacklist in the StoneLock Web Client) 

 
 

¶ The User ID (StoneLock ID) should not be altered once it is pushed to the StoneLock device. If the number is 
altered you may cause a system error on the device, which would result in the user no longer being recognized 
without a re-enrollment.  

 
 

See Section 4 StoneLock Web Client for enrollment and device user type.   
 

Section 3.3.4 Removing a GENETEC user from a StoneLock Device 
Genetec users are associated to StoneLock devices based on their Access Rule in Genetec. To remove that user from a StoneLock 
device remove that Access Rule from that user. The device associated with that Access Rule will be removed from the user in the 
Remote Enrollment tab of the StoneLock Web Client. The user will be removed from the device(s) and no longer have access at that 
door until access is given again in Genetec. See Section 4 StoneLock Web Client. 

Note: In Security Center 5.6 the Access Rule needs to be assigned directly to the user. An Access Rule assigned to the user via 
a Cardholder Group will not move the user to StoneLock Gateway. Genetec added this ability in Security Center 5.7.  

 

Section 3.4 Honeywell ProWatch 
The StoneLock Gateway Database integration with ProWatch requires a valid HSDK license. To set up the HSDK refer to the HSDK 
setup manual provided by Honeywell. 
Note: The ProWatch Integration will not work with Gateway Version 2_X.   Contact support@stonelock.com for Gateway 
Version 1_X. 
 
 

Section 3.4.1 Configuring the Gateway to talk to ProWatch 
The StoneLock Gateway uses the URL of the HSDK Application Module to communicate to ProWatch.   

1. In ProWatch click on Database Configuration. 

mailto:support@stonelock.com
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2. Click on the Application Module link. 
3. Open and connect to the Application Module created for the StoneLock Database integration. Enter the Username and 

Password for the Application Module.   

               
     Fig 3.4.1.1 
4. Click on the Subscribed Objects tab. Write down the URL listed in the Start from URL: field. You will not need the http://. 
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    Fig 3.4.1.2 

5. Bring up a Terminal session in the StoneLock Gateway. On the StoneLock Appliance use Ctrl-Alt-T on the  keyboard. 
6. At the comand line in the Terminal window type cd /etc/stone_lock/ Hit enter. 

Note: The following commands are based on the StoneLock Appliance running Ubuntu. If gedit is not on your system, use 
whatever program is avialable to edit text files.  

            
     Fig 3.4.1.3 
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7. Type sudo gedit config_honeywell.xml Hit enter. Type in slgateway for the password and hit enter. 
 

             
     Fig 3.4.1.4 

8. In the <acm url> field enter the URL for the ProWatch HSDK Application Module that was written down in step 4. You will need to 
enter pacs after the URL. See Fig 3.4.1.5. 

9. In the <userpwd> field enter the user name and password that has access to the HSDK Application Module. Enter a : between 
the user name and password. 

Example: User name- user, password- password would be entered as user:password. See Fig 3.4.1.5. 

              
     Fig 3.4.1.5 

10. Click Save. And close out the file editing program. 

 
Section 3.4.2 Setting up Devices in ProWatch 
Any reader in ProWatch can be set up as a StoneLock device reader.   

6. Select the reader in ProWatch which will be associated with the StoneLock device. 


